2011

The SEC's Whistleblower Program and Its Effect on Internal Compliance Programs

Iskra Miralem

Follow this and additional works at: http://scholarlycommons.law.case.edu/caselrev

Part of the Law Commons

Recommended Citation
Available at: http://scholarlycommons.law.case.edu/caselrev/vol62/iss1/12

This Comment is brought to you for free and open access by the Student Journals at Case Western Reserve University School of Law Scholarly Commons. It has been accepted for inclusion in Case Western Reserve Law Review by an authorized administrator of Case Western Reserve University School of Law Scholarly Commons.
THE SEC’S WHISTLEBLOWER PROGRAM AND ITS EFFECT ON INTERNAL COMPLIANCE PROGRAMS

INTRODUCTION

On January 19, 2010, the FBI and United Kingdom law enforcement orchestrated what is now known as the “Catch 22” sting operation. Undercover FBI agents, posing as members of the Nigerian Defense Ministry, used a confidential informant to conduct a false transaction with an individual suspected of bribing the Nigerian Ministry in a $15 million arms sale. The sting operation yielded solid evidence against the suspects, and the FBI subsequently arrested twenty-two corporate executives and employees in the military and law enforcement-product industry.

The Catch 22 sting operation may be the most creative example of the recent surge in Securities Exchange Commission (“SEC”) and Department of Justice (“DOJ”) charges against companies and individuals violating the Foreign Corrupt Practices Act of 1977 ("FCPA") and securities laws. At the end of 2010, thirty-four individuals and companies were awaiting trial on FCPA charges.


3 Id.


5 Since 2008, the number of prosecutions and fines for violations of the FCPA alone have increased dramatically. For example, Siemens AG paid $800 million to the SEC and
In July 2009, the SEC charged two corporate executives for violations of Sections 10(b), 13(a), 13(b)(2)(A), 13(b)(2)(B) and 30A of the Securities Exchange Act of 1934, and Rules 10b-5, 12b-20, 13a-1 and 13a-13 thereunder. The SEC did not allege that the executives had personal knowledge of, or involvement in, the illegal conduct, yet the executives consented to have final judgments entered against them. Each executive paid $25,000. Thus, the SEC is aggressively pursuing individuals responsible for corporate corruption, whether or not those individuals had actual knowledge or direct involvement in the violation. On March 18, 2010, the SEC Enforcement Director Robert Khuzami stated that “law enforcement authorities within the U.S. and across the globe are working together to aggressively monitor violators of anti-corruption laws.”


8 Id.

9 Id.

Department of Justice recently made FCPA enforcement one of its highest priorities, leading to a significant increase in prosecutions. Assistant Attorney General Lanny Breuer, speaking at the 24th National Conference on the FCPA on November 16, 2010, openly warned of this crackdown on corruption: “I am aware that, for some of you, as we have become more aggressive, you have become more worried. . . . I want to tell you this afternoon that you are right to be more concerned.”

In general, corporations caught engaging in criminal conduct have used internal compliance programs that should have prevented their criminal activities. The sting operation, described above, and the hundreds of other prosecutions reveal that under the current system, internal compliance programs alone cannot be trusted to effectively discover and eliminate fraudulent corporate conduct. Rather, internal compliance programs seem to require external incentives to ensure their effectiveness.

On May 25, 2011, the Securities and Exchange Commission (the “SEC”) adopted final rules to implement the requirements of Section 922 of the Dodd-Frank Wall Street Reform and Consumer Protection Act (“Dodd-Frank”), which created a whistleblower reward program. These rules reward individuals who provide the SEC with high-quality tips that lead to successful enforcement actions against companies that violate the federal securities laws. Whistleblowers are eligible for a reward of ten to thirty percent of any monetary sanctions resulting from the SEC enforcement action or any related

(internal quotations omitted).


16 Id. (“The new SEC whistleblower program, implemented under Section 922 of the Dodd-Frank Act, is primarily intended to reward individuals who act early to expose violations and who provide significant evidence that helps the SEC bring successful cases.”).
action. The bounty program coupled with the unprecedented undercover sting operation exemplify the SEC’s and DOJ’s aggressive stance on prosecuting and collecting fines from violators of securities laws. Additionally, the successful extradition of foreign nationals to the United States to face FCPA charges suggest that the whistleblower program will play a key role in further identifying and prosecuting violators of the FCPA and securities law.

But many critics argue that it will do so at a price: the whistleblower program may incentivize whistleblowers to report out rather than in, thwarting internal compliance programs that have spent years building and maintaining. Encouraging employees to report violations directly to the SEC rather than internally diminishes the “culture of compliance and integrity” that is essential to the maintenance of effective internal compliance programs. This argument begs the question: are companies’ current internal compliance programs really worth fighting for?

This Comment argues that the current trend in aggressive FCPA and securities law prosecutions coupled with the new whistleblower program will likely interfere with already established internal compliance programs in the short term, but will encourage more robust and effective internal compliance programs in the long run. The 2007–10 surge in FCPA charges is a clear example that the SEC and DOJ are right not to leave it up to companies’ compliance programs to find and report violations of U.S. laws. Rather, company employees are in the best position to uncover and prevent these

18 See supra notes 1–3 and accompanying text.
20 See Securities Whistleblower Incentives and Protections, 76 Fed. Reg. 34300 (June 13, 2011) (to be codified at 17 C.F.R pts. 240 & 249) (“The Dodd-Frank Wall Street Reform and Consumer Protection Act, enacted on July 21, 2010 (‘Dodd-Frank’), established a whistleblower program that requires the Commission to pay an award, under regulations prescribed by the Commission and subject to certain limitations, to eligible whistleblowers who voluntarily provide the Commission with original information about a violation of the Federal securities laws that leads to the successful enforcement of a covered judicial or administrative action, or a related action. Dodd-Frank also prohibits retaliation by employers against individuals who provide the Commission with information about possible securities violations.”).
violations. And as companies face the possibility of harsh penalties and more frequent whistleblowing, they may be encouraged to create stronger mechanisms for compliance.

This Comment first examines the whistleblower provisions that preceded the SEC’s final rules. It then describes the provisions of the SEC regulations on whistleblower bounty and the incentives that the rules provide for employees to report out rather than in. Next, this Comment addresses the potential negative and positive consequences of these incentives to internal compliance programs. It concludes by arguing that an aggressive stance on FCPA and securities violations will help businesses formulate legal and profitable ways to do business and will bolster current internal compliance programs that have been ineffective to date.

I. A BRIEF HISTORY OF WHISTLEBLOWER STATUTES

The United States has enacted a variety of statutes designed to encourage employees to blow the whistle on fraudulent conduct.\(^\text{22}\) Many of the whistleblower statutes are enacted in response to financial scandals. For instance, Congress enacted the Insider Trading and Securities Fraud Enforcement Act in reaction to insider trading scandals like the Drexel Burnham Lambert, Inc. scandal. Likewise, after the Enron and Worldcom debacles, Congress enacted the Sarbanes-Oxley Act.\(^\text{23}\) The effectiveness of these statutes however has varied tremendously. This section discusses the most notable of these statutes and compares them to the SEC’s Dodd-Frank whistleblower provisions.\(^\text{24}\)

“[T]he first statutory cause of action protecting whistleblowers from employer retaliation” was the Civil Service Reform Act of 1978.\(^\text{25}\) The Civil Service Reform Act only protected federal employees, however,\(^\text{26}\) and, overall, it “had little impact.”\(^\text{27}\) Congress


\(^{23}\) Dave Ebersole, Blowing the Whistle on the Dodd-Frank Whistleblower Provisions, 6 OHIO ST. ENTREPREN. BUS. L.J. 123, 125 n.17 (2011) (citation omitted).

\(^{24}\) See Hartman, supra note 22, at 1280–86 (discussing the three notable whistleblower statutes prior to the Dodd-Frank Act and comparing them to the Dodd-Frank Act’s whistleblower protections).

\(^{25}\) Ebersole, supra note 23, at 125; see also S. REP. No. 100–413, at 2 (1988) (the Civil Service Reform Act of 1978 “prohibited . . . personnel action against an employee in reprisal for a disclosure of government wrongdoing or fraud, i.e., ‘whistleblowing’”).

\(^{26}\) Ebersole, supra note 23, at 125.
later expanded the whistleblower protections by enacting the Whistleblower Protections Act of 1989. This Act modified prior whistleblower protections by establishing a separate agency to litigate claims, permitting whistleblowers to file claims without government support under certain circumstances and allowing courts to shift attorneys’ fees from whistleblower plaintiffs to defendants.

Alternatively, the Securities and Exchange Act of 1934 provided a financial reward to whistleblowers. Under the 1934 Act, the SEC rewards a whistleblower with up to ten percent of a monetary sanction collected from a company for violating insider-trading laws. However, the whistleblower’s reward is not guaranteed: the SEC reserves absolute discretion in determining whether to grant an award and, if so, its amount. Because whistleblowers are unable to rely on this statute, and because the award is unsubstantial, the statute is an ineffective incentive for potential whistleblowers. Thus far, only five people have received awards in the twenty years the statute has been in effect, totaling a mere $159,537.

The False Claims Act, however, has been more effective than the 1934 Exchange Act. Congress enacted the False Claims Act in 1863, and has amended it several times to produce the government’s “primary vehicle . . . for recouping losses suffered through fraud.” The Act provides two ways a whistleblower can receive an award for reporting fraud: (1) the Attorney General can bring a civil action

---

27 Id. The percentage of federal employees reporting known fraud did not change following the act’s passage, while an increased number of employees failed to report illegal activity. Id. at 125 n.20 (citing S. REP. No. 100–413, at 2 (1988)).
30 Id.
31 Id. § 1221(g)(1).
34 Id.
against a violator, in which case the whistleblower would receive 15 to 25 percent of any penalty the government collects from the investigation, or (2) any individual “may pursue the claim, qui tam, if the government chooses not to pursue the claim within sixty days of filing the claim.” Either way, the False Claims Act guarantees both the whistleblower’s award and retaliation protection. The False Claims Act has been successful—“in the 2010 fiscal year,” for example, “the Department of Justice recovered $3 billion in False Claims Act cases, with whistleblower awards totaling $385 million.”

More recently, the Sarbanes-Oxley Act provides antiretaliation protection for whistleblowers who report securities-related violations. The provisions prohibit employers from taking retaliatory action against a whistleblower and entitle victims of retaliation to reinstatement, back pay, and legal fees. Sarbanes-Oxley requires that corporations create internal compliance programs that “provide employees with a standardized channel to report organizational misconduct internally within the corporation.”

The Dodd-Frank Act, enacted in 2010, amended significant portions of the Sarbanes-Oxley Act. For instance, it (1) broadened the scope of protected disclosures, (2) removed the requirement that claimants first exhaust all administrative remedies with the Department of Labor before bringing an action in federal district court, and (3) provided more expansive remedies such as granting a

---

41 Hartman, supra note 22, at 1283 (citing 31 U.S.C. § 3730(b) (2006)).
43 Id. § 3730(b).
46 Id. § 806(a) (codified at 18 U.S.C. § 1514A(a) (2006) (amended 2010)).
48 Hartman, supra note 22, at 1285 (quoting Geoffrey Christopher Rapp, Beyond Protection: Invigorating Incentives for Sarbanes-Oxley Corporate and Securities Fraud Whistleblowers, 87 B.U. L. Rev. 91, 115 (2007)).
50 Compare Sarbanes-Oxley Act § 806(a) (codified at 18 U.S.C. § 1514A(b)(1)) (requiring that a complaint be filed with the Secretary of Labor before permitting de novo review by a
whistleblower who succeeds in a retaliation claim two times the amount of back pay including interest in addition to reasonable attorneys fees and costs of litigation.\textsuperscript{51}

In addition, the Supreme Court’s jurisprudence has been supportive of the notion that whistleblower employees are key to enforcement and must be protected from retaliation. Jurisprudence on whistleblower statutes runs on the “Antiretaliation Principle,”\textsuperscript{52} which recognizes “that employees must be protected from retaliation in order to further the enforcement of society’s civil and criminal laws.”\textsuperscript{53} The Supreme Court generally assumes that “employees are in the best position to know about illegal conduct by their employer[,] . . . employees will report this information if the law protects them from employer retaliation[,] . . . [and] employee reports about misconduct will improve law enforcement.”\textsuperscript{54} The Court’s fifty-year jurisprudence sends a “clear message: employees play an important role in enforcing statutory laws and the Court will provide employees broad protection from retaliation in order to enhance enforcement of those laws.”\textsuperscript{55}

Based on the array of statutes available to whistleblowers and the Supreme Court’s supportive interpretations, some commentators assert that the legal system sufficiently supports whistleblowers.\textsuperscript{56} However, as others contend, higher complexity in American financial institutions, technology, and communications only increases the need for whistleblowers’ reports.\textsuperscript{57} This Comment asserts that precisely

district court), \textit{with} Dodd-Frank Act §§ 748, 922 (permitting an antiretaliation civil action to be brought directly in federal district court).

\textsuperscript{51} Compare Sarbanes-Oxley Act § 806(a) (codified at 18 U.S.C. § 1514A(c)(2)) (authorizing relief for an individual prevailing in an antiretaliation action to include reinstatement with the same seniority status, back pay with interest, and compensation for litigation costs, expert witness fees, and reasonable attorney fees), \textit{with} Dodd-Frank Act § 922 (to be codified at 15 U.S.C. §78u–6(b)(1)(C)) (providing for double back pay with interest in addition to reinstatement and compensation for litigation costs and fees).

\textsuperscript{52} The “Antiretaliation Principle” allows the [Supreme] Court to examine antiretaliation protection as a law-enforcement tool that benefits society, rather than simply as extra protection for employees provided at a cost to employers.” Richard Moberly, \textit{The Supreme Court’s Antiretaliation Principle}, 61 CASE W. RES. L. REV. 375, 380 (2010).

\textsuperscript{53} \textit{Id.}


\textsuperscript{55} \textit{Id.} at 392.

\textsuperscript{56} Ebersole, \textit{supra} note 23, at 126 (”[W]hileblowers enjoyed a broad array of federal protection to incentivize securities fraud reporting prior to Dodd-Frank.”).

because of these complexities public regulation, now more than ever, needs inside sources that can provide information typically “hidden from public view.”

II. THE SEC FINAL RULES

On July 21, 2010, in response to the financial crisis that began in 2008, President Barack Obama signed the Dodd-Frank Wall Street Reform and Consumer Protection Act, which governs a wide variety of financial institutions ranging from credit card companies to mortgage lenders. One provision in particular is under scrutiny for its potential effect on internal compliance programs. Section 922 of the Dodd-Frank Act amended the Securities and Exchange Act of 1934 by adding section 21F, “Securities Whistleblower Incentives and Protection.” This section expanded the incentives for employees to blow the whistle by (1) requiring the SEC to provide substantial bounties to whistleblowers who provide useful information to the SEC regarding securities law violations, and (2) providing enhanced retaliation protections where the whistleblower can receive stronger protection if he or she reports directly to the SEC but weaker

58 Id. at 916.
60 Pub. L. No. 111–203, 124 Stat. 1376 (2010) (to be codified in scattered sections of the United States Code). The Dodd-Frank Act addresses a number of key issues including (1) consolidating regulatory agencies and establishing committees to oversee specific high risk institutions; (2) highly regulating financial markets, especially highly risky transactions; (3) instituting consumer protection reforms; and (4) addressing the necessary institutional mechanisms such as “FDIC authority to allow for the orderly winding down of bankrupt firms, and a proposal that the Federal Reserve receive from the U.S. Treasury Department extensions of credit in exigent circumstances.” Ben Kerschberg, The Dodd-Frank Act’s Robust Whistleblowing Incentives, FORBES (Apr. 14, 2011, 9:20 AM), http://www.forbes.com/sites/benkerschberg/2011/04/14/the-dodd-frankacts-robust-whistleblowing-incentives/.
62 See id. §§ 1400–98 (to be codified in scattered sections of 12, 15, and 42 U.S.C.) (designating Title XIV of Dodd-Frank as the “Mortgage Reform and Anti-Predatory Lending Act” and imposing regulations on the mortgage industry).
66 Id.
protections if he or she reports to the company via the internal compliance programs. The SEC’s final rules were adopted to implement the Dodd-Frank Act requirements. The rules define a “whistleblower” as an individual, not a company or entity, who provides the SEC with information that relates to a “possible violation” of federal securities laws, the FCPA, or commodities laws that has occurred, is ongoing, or is about to occur. The whistleblower may remain anonymous when reporting possible violations, but, to do so, must report through an attorney. If whistleblowers provide information before a request, inquiry, or demand is directed to the whistleblower personally by the SEC or other government authorities, the whistleblower’s report is considered “voluntary.” However, a submission will not be considered voluntary if the whistleblower has a preexisting legal duty to report such information to the SEC arising from a contract with the SEC or another law enforcement agency, or arising under any judicial or administrative order.

A whistleblower is eligible for an award only if the incriminating information is (1) based upon the whistleblower’s independent knowledge or analysis not already known to the SEC, (2) not exclusively derived from an allegation made in a judicial or administrative hearing, government report, or the news media, unless the whistleblower is the source of that information, and (3) first provided to the SEC on or after July 21, 2010. The whistleblower will only receive an award if the information is “sufficiently specific, credible and timely to cause” the commencement or reopening of an investigation resulting in successful enforcement action. If the reported violation was already under investigation, the SEC will consider whether the new information “significantly contributed” to the success of the action. While certain exclusions apply, the whistleblower will receive an award that is “at least 10 [percent] and no more than 30 [percent] of the total monetary sanctions” collected in successful actions.

---

67 Id.
68 Securities Whistleblower Incentives and Protections, 76 Fed. Reg. 34,300, 34,363 (June 13, 2011) (to be codified at 17 C.F.R 240.21F–2(a)).
69 Id. at 34,367 (to be codified at 17 C.F.R. § 240.21F–7).
70 Id. at 34,364 (to be codified at 17 C.F.R. § 240.21F–4(a)).
71 Id. (to be codified at 17 C.F.R. § 240.21F–4(a)(3)).
72 Id. (to be codified at 17 C.F.R. § 240.21F–4(b)(1)).
73 Id. at 34,365 (to be codified at 17 C.F.R. § 240.21F–4(c)(1)).
74 Id. (to be codified at 17 C.F.R. § 240.21F–4(c)(2)).
75 Id. at 34,364–65 (to be codified at 17 C.F.R. § 240.21F–4(b)(4)(i)–(vi)).
76 Id. at 34,366 (to be codified at 17 C.F.R. § 240.21F–5).
The final rules incorporated by reference the provisions of the Exchange Act that protect individuals who report information to the SEC with a reasonable belief\(^{77}\) that such information relates to a possible securities violation, regardless of whether the individual satisfies the requirements to receive an award.\(^{78}\) A whistleblower has antiretaliation protection if he reports information in a manner described in section 21F(h)(1)(A). Thus, the rules provide incentives for whistleblowers to report violations either internally or externally.

### III. INCENTIVES TO REPORT INTERNALLY

The final rules incentivize, but do not require, a whistleblower to report first through his or her company’s internal compliance program. The rules provide three primary incentives. First, whistleblowers can obtain the same award when they report through their companies’ internal compliance programs and the company informs the SEC of the violation.\(^{79}\) If the company does not have an internal compliance program, reporting to legal counsel, senior management, or a director still renders the whistleblower eligible for the reward.\(^{80}\) Second, the final rules provide that a whistleblower’s voluntary participation in a company’s internal compliance program is a factor that can increase the amount of an award while interference with such a program is a factor that has the reverse effect.\(^{81}\) Third, the rules create a 120-day “look-back” period, under which an individual can qualify for an award if he or she first reported the possible violations to the company under the company’s internal compliance

---

\(^{77}\) To satisfy the reasonable belief requirement, the individual must “hold a subjectively genuine belief that the information demonstrates a possible violation, and that the belief is one that a similarly situated employee might reasonably possess.” \textit{Id.} at 34,303. This approach is consistent with the approach followed by various courts that have construed the antiretaliation provisions of other federal statutes, including the False Claims Act. \textit{See, e.g.}, Parker v. Balt. & Ohio R.R., 652 F.2d 1012, 1020 (D.C. Cir. 1981) (holding that, in a Title VII retaliation case, “[t]he employer is sufficiently protected against malicious accusations and frivolous claims by a requirement that an employee seeking the protection of the opposition clause demonstrate a good faith, reasonable belief that the challenged practice violates Title VII”); Hindsman v. Delta Airlines, Admin. Rev. Bd. Case No. 09–023 at 5 (Dep’t of Labor June 30, 2010), available at http://www.oalj.dol.gov/public/ARB/DECISIONS/ARB_DECISIONS/AIR/09_023.AIRP.PDF (interpreting the antiretaliation provisions of the Wendell H. Ford Aviation Investment and Reform Act, which explicitly excludes frivolous complaints and those brought in bad faith, as requiring a “reasonable belief” by the whistleblower that the violation of the statute has occurred).

\(^{78}\) Securities Whistleblower Incentives and Protections, 76 Fed. Reg. 34,300, 34,363 (June 13, 2011) (to be codified at 17 C.F.R 240.21F–2(b)(1)).

\(^{79}\) \textit{Id.} at 34,365 (to be codified at 17 C.F.R 240.21F–4(c)(3)).

\(^{80}\) \textit{Id.} at 34,325 n.224 (suggesting that, because of the need for proof that the whistleblower provided original information, employees in this situation “generate, obtain and retain” appropriate documentation).

\(^{81}\) \textit{Id.} at 34,366–67 (to be codified at 17 C.F.R. § 240.21F–6).
program, and then submitted the same information to the SEC within 120 days.\textsuperscript{82}

The rules’ effect on internal compliance programs was a significant issue commentators discussed in the rules’ Proposing Release.\textsuperscript{83} Comments were sharply divided between supporting a requirement for internal reporting and opposing such a requirement. Supporters note that internal reporting would allow companies to take appropriate actions to remedy improper conduct earlier,\textsuperscript{84} allow companies to self-report,\textsuperscript{85} avoid undermining internal compliance programs that companies have designed to deter, identify and correct violations,\textsuperscript{86} preserve the SEC’s scant resources\textsuperscript{87} and promote working relationships between the SEC and the companies,\textsuperscript{88} among others. Requiring internal reporting to the opposing side meant “prohibit[ing] whistleblowers from reporting fraud directly and immediately to the [SEC],”\textsuperscript{89} “creat[ing] unnecessary and improper hurdles for whistleblowers,”\textsuperscript{90} “result[ing] in whistleblowers deciding not to report misconduct”\textsuperscript{91} (perhaps because of a “risk of

\textsuperscript{82} Id. at 34,365 (to be codified at 17 C.F.R. § 240.21F–4(b)(7)).
\textsuperscript{83} Id. at 34,300.
\textsuperscript{84} Id. at 34,325 (citing Letter from Chamber of Commerce et al., to Elizabeth Murphy, Sec’y, SEC, (Dec. 7, 2010), available at http://www.sec.gov/comments/s7-33-10/s73310-110.pdf).
\textsuperscript{85} Id. at 34,324 (citing letter from Gary M. Brown, Baker, Donaldson, Bearman, Caldwell & Berkowitz PC, to Elizabeth M. Murphy, Sec’y, SEC (Dec. 17, 2010), available at http://www.sec.gov/comments/s7-33-10/s73310-140.pdf).
\textsuperscript{86} Id. (citing Letter from Gary M. Brown, Baker, Donelson, Bearman, Caldwell & Berkowitz, PC, to Elizabeth Murphy, Sec’y, SEC (Dec. 17, 2010), available at http://www.sec.gov/comments/s7-33-10/s73310-140.pdf; E-mail from Americans for Ltd. Gov’t, supra note 86).
\textsuperscript{87} Id. (citing E-mail from Americans for Ltd. Gov’t, supra note 86).
\textsuperscript{88} Id.
\textsuperscript{90} Id. (citing Letter from Cleveland Lawrence, III, Acting Executive Director, Taxpayers Against Fraud, to Troy A. Paredes, Commr, SEC (Dec. 17, 2010), available at http://www.sec.gov/comments/s7-33-10/s73310-228.pdf).
\textsuperscript{91} Id. (citing E-mail from Julie Grohovsky, Wu, Grohovsky & Whipple et al, to Elizabeth Murphy, Sec’y, SEC (Dec. 16, 2010), available at http://www.sec.gov/comments/s7-33-10/s73310-136.pdf; E-mail from Danielle Brian, Exec. Dir., Project on Gov’t Oversight, to Elizabeth Murphy, Sec’y, SEC (Dec. 17, 2010), available at http://www.sec.gov/comments/s7-33-10/s73310-163.pdf).
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retribution,” and “eliminating incentives for companies to improve their internal compliance programs.” The SEC decided it would not require mandatory internal reporting, noting that, while important, internal compliance programs are “not substitutes for rigorous law enforcement.”

The SEC commented that the objective of these provisions, namely the “look-back” provision, was to support, not undermine, the effective functioning of company compliance and related systems by allowing employees to take their concerns to the company officials, and simultaneously preserving their rights under the Commission’s whistleblower program. Internal compliance programs are “essential sources of information for companies about misconduct.” However, these provisions seek to “strike a balance” between relying on internal programs and receiving the best information possible in reports. Although some companies may have “well-documented, thorough, and robust” compliance programs, others do not. Leaving it up to the whistleblower to assess whether to report potential securities violations internally or externally is therefore well supported.

IV. INCENTIVES TO REPORT EXTERNALLY

Despite its three incentives for using internal compliance procedures, the Dodd-Frank Act has been criticized as setting employees against their companies by primarily encouraging external reporting. Critics focused on a “two-tiered” structure of protections that benefits whistleblowers who report externally versus internally. The SEC’s whistleblower rules provide greater antiretaliation protections than the Sarbanes-Oxley Act of 2002, which was “the first comprehensive statute of national scope” that provided protections to corporate whistleblowers. For reported information and employees not covered by Sarbanes-Oxley, employees can receive Dodd-

---

92 Id. (citing Letter from Cleveland Lawrence III, supra note 90; Letter from Julie Grohovsky, supra note 91; Letter from Danielle Brian, supra note 91).
93 Id. (citing Letter from Danielle Brian, supra note 91).
94 Id.
95 Id. at 34, 323.
96 Id.
97 Id. at 34, 317 n.154.
98 Id. at 34, 323.
99 See Recent Legislation, supra note 21, at 1834.
Frank protections by reporting externally, but they receive no protection if they report internally.\textsuperscript{102} If the reported information or the employee is covered by Sarbanes-Oxley, the employee will receive Dodd-Frank protections by reporting externally, but will receive only the weaker Sarbanes-Oxley protection by reporting internally.\textsuperscript{103}

Other commentators are concerned that Dodd-Frank protects whistleblowers without requiring the whistleblower to hold a “reasonable belief” that a breach of securities law occurred.\textsuperscript{104} The SEC addressed some of these concerns in the final rules by implementing the “reasonable belief” requirement while at the same time retaining the two-tiered system that distinguishes between internal and external reporters. The rules also addressed concerns that employees are encouraged to report out, rather than in, by providing whistleblowers the same bounty for reporting internally under certain circumstances.\textsuperscript{105} However, it is doubtful whether the law’s retaliation policy actually influences a whistleblower’s decision to report.

\textbf{V. THE FINAL RULES’ EFFECT ON INTERNAL COMPLIANCE PROGRAMS}

The final rules are indeed likely to increase whistleblower reports, but they are also likely to prompt companies “to run to the SEC before one of its employees gets there first.”\textsuperscript{106} Former SEC enforcement attorney Paul Huey-Burns thinks the “thumb is on the scale on the side of self-reporting”\textsuperscript{107} and companies will, now more than ever, hire lawyers and forensic accountants to strengthen their compliance systems to prevent future violations. Critics worry that the rules pit the companies’ Chief Compliance Officers against the employees, rather than encourage them to work together.\textsuperscript{108} The common complaint is that internal compliance programs that have

\textsuperscript{102} See Recent Legislation, supra note 21, at 1834.

\textsuperscript{103} Id. at 1833 (citing Dodd-Frank Act, Pub. L. No. 111–203, § 922(a), 124 Stat. 1376, 1841–42, 1845 (2010) (describing what constitutes “original information” and discussing the prohibition on retaliations against employees who provide “original information.”)).

\textsuperscript{104} See supra notes 79–81 and accompanying text (discussing potential awards for whistleblowers who report matters internally).


\textsuperscript{106} Id. (quotations omitted).

\textsuperscript{107} Id. (quotations omitted).

\textsuperscript{108} Ebersole, supra note 23, at 137 (arguing that the Dodd-Frank Act undermines the effective internal compliance programs which more adequately address securities violations).
taken years to build will be pushed to the wayside as whistleblowers greedily seek their bounty. Critics claim that, because companies investigate 75 percent of internal reports and that 40 percent of internal investigations led to company action in 2009, the internal compliance programs are sufficient to capture corporate legal violations.109

The real concern of companies may be quite different than the one expressed. Companies may not be as worried about the new rules foiling their internal compliance programs as they are concerned about the cost of complying with securities laws. The ingredients for a sound internal compliance program are no longer limited to simply providing a forum where whistleblowers may report violations. Rather, companies now have to cultivate a trustworthy and reliable program that promises not to retaliate or ignore whistleblowers’ complaints. Companies are worried that investing in attorneys and forensics accountants will rack up expenses on their already tight budgets.110 But these resisting companies may be ignoring the importance of effective internal compliance programs and what it can do for their bottom line.

The final rules seem to already be achieving their goal of promoting stronger internal compliance programs. Companies are beginning to support the internal compliance programs by providing employees with incentives to use the programs, including provisions in employee contracts that require internal complaints, and may even offer their own bounties to compete with the SEC.111 Even the critics acknowledge that the Dodd-Frank Act provisions “may require management training to avoid whistleblower retaliation, and all businesses may need new policies to encourage internal reporting.”112

While Sarbanes-Oxley requires all public companies to have whistleblower mechanisms in place, the old mechanisms have not proved effective.113 In fact, an empirical study of the False Claims Act, which requires no mandatory internal reporting, stated that “the overwhelming majority of employees voluntarily utilized internal reporting processes, despite the fact that they were potentially eligible for a large reward under the [Act].”114 One study found that the SEC

109 Id. (citation omitted).
110 Id. at 139 n.138.
112 Ebersole, supra note 23, at 139.
113 See supra note 35 and accompanying text (discussing the ineffectiveness of the Securities and Exchange Act of 1934).
114 Impact of Qui Tam Laws on Internal Compliance: A Report to the SEC, NAT’L
is more likely to sanction companies who are proactive about self-reporting, but also more likely to issue a lower penalty.\textsuperscript{115}

The risks associated with ineffective and unenforceable fraud and corruption regulations are far worse to society than the expenses a company may incur to bolster their internal compliance systems. What if the Enron debacle was avoided by insiders revealing their concerns to public regulators? The company may not have gone from the seventh largest American company to the largest bankruptcy in American history; its stocks may not have plunged from $86 per share to $0.27 per share; and it may not have ended up with $13.12 billion in debt.\textsuperscript{116} The few whistleblowers that did report Enron’s wrongdoing did so only internally, through mechanisms many argue are effective and should be preserved.\textsuperscript{117}

Moreover, the recent surge in FCPA prosecutions, described above, uncovers yet another failing of internal compliance programs.\textsuperscript{118} Such corruption “‘erode[s] society from the inside.’”\textsuperscript{119} Illegal economic activity in America costs hundreds of billions of dollars and negatively impacts lower and middle class Americans disproportionately.\textsuperscript{120} Corruption and fraud have important social costs too: weakened respect for the law and unstable political and financial institutions.\textsuperscript{121}

The United States government recognizes what companies choose to ignore: employees are essential sources of information. A 2008
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study by the Association of Certified Fraud Examiners examined 959 cases of fraud in United States companies found that forty-six percent of instances of fraud were uncovered by whistleblowers, more than those found by audits or internal controls. Employees only reported outside when their complaints were ignored, or when they were punished for speaking up. A 2010 National Whistleblowers Center study found that approximately ninety percent of employees who filed False Claims Act lawsuits initially reported violations internally to their supervisors or compliance officers. Rather than using the valuable information to promote compliance through an effective internal compliance program, companies are instead punishing their loyal employees and causing them to report elsewhere, where their valuable information will be appreciated. If the companies continue to undervalue whistleblower information, whistleblowers will indeed turn outside of the company to make their reports.

Fortunately, the SEC explicitly leaves it up to the whistleblower to decide the most appropriate forum for reporting. Complex economic wrongdoing, such as securities and FCPA violations, require those who are intimately familiar with it for proper detection and deterrence. Congress and the Supreme Court consistently provide whistleblowers with rewards and protections because, as government officials have stated, “whistleblowers are essential to our operation. Without them, we wouldn’t have cases.”

CONCLUSION

The spike in FCPA and securities law prosecutions combined with the new whistleblower program has instilled fear in the corporate world that the result of the trend for enforcement will only be costly
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for the companies and for the market as a whole. However, the numerous studies and the even greater number of recently prosecuted violations indicate that the problem is not the whistleblower; it is the companies’ own failed internal compliance programs. Each corporation that the SEC and DOJ prosecuted had its own internal compliance programs and each of those programs failed to prevent and uncover violations. Those cases evidence the shortcomings of the internal compliance programs and stress the need for incentives to encourage companies to make appropriate changes. While the DOJ and SEC will continue to aggressively prosecute violations, the whistleblower program encourages companies to provide an internal resource that will render the SEC’s whistleblower program futile.
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